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Legal Status of implementing agency 
 
Registration Under: Section 8 of Companies Act, 2013 

Registration No: 357761 

Income Tax Exemption: U/s 12-A 

PAN Card: AAHCK8876C 

Income Tax Return: Organization files Income Tax return every Year to the Income Tax Department of 

GOI 
 

 

 

 

 

 

 

 

 

 

  



 

  

 

 

Location of the Project Area                                                                                 

DELHI NCR 

Geographical Glance: 

National Capital Region (India): 

The National Capital Region (NCR) is a central planning region centred upon the National Capital Territory 

in India. It encompasses the entire NCT of Delhi and several districts surrounding it from the states of 

Haryana, Uttar Pradesh and Rajasthan. The NCR and the associated National Capital Region Planning Board 

were created in 1985 to plan the development of the region and to evolve harmonized policies for the 

control of land-uses and development of infrastructure in the region. Prominent cities of NCR include 

Delhi, Gurugram, Noida and Faridabad. 

National Capital Region 

The NCR is a rural-urban region, with a population of over 46,069,000 and an urbanization level of 62.6%. 

As well as the cities and towns the NCR contains ecologically sensitive areas like the Aravalli ridge, forests, 

wildlife and bird sanctuaries. 

Component districts 

A total of 24 districts in three neighbouring states of Haryana, Uttar Pradesh and Rajasthan along with 

whole of the National Capital Territory constitute the National Capital Region (NCR) of India. 

 

National Capital Region 

 

 

 

 

 

 

 

 

 

 



 

  

 

          Cyber Space and its Security 

Internet is called the Cyber world. We use the Internet to communicate 

and stay connected with our friends and family. In this cyber world, we 

also play video games, download music, and watch TV shows and movies 

after homework is done. Grownups also do many things like banking, 

shopping, and other important everyday activities in cyber world by 

connecting to it online too. By cyber security, we mean our ability to 

avoid being harmed by any risk, danger or threat. 

 

          What are those dangers or threats? 

Crimes that happen in real life – such as stealing – also happen in the 

cyber world. Just like you have to look both ways before crossing the 

street, you have to be careful when you surf the cyber space. Often, we 

might not realize that our actions online might hurt us, our families, and 

even our country. Learning about the dangers online and taking action 

to protect ourselves is the first step in making the cyber space a safer place. 

Spreading awareness about the dangers of Internet surfing is the next 

step in making cyber space safe for everyone and defeating the cyber 

criminals. 

 



 

  

 

An Incident and Learning 

(Source: The Harvard Crimson) 

A Real Incident: Harvard Rescinds Admission Acceptances for At Least Ten 

Students for Obscene Memes 

News: Harvard College rescinded admissions offers to at least ten 

prospective members of the Class of 2021 after the students traded 

sexually explicit memes and messages that sometimes targeted minority 

groups in a private Facebook group chat. 

A handful of admitted students formed the messaging group—titled, at 

one point, “Harvard memes for horny bourgeois teens”—on Facebook in 

late December, according to two incoming freshmen. 

In the group, students sent each other memes and other images mocking 

sexual assault, the Holocaust, and the deaths of children, according to 

screenshots of the chat obtained by The Crimson. Some of the messages 

joked that abusing children was sexually arousing, while others had 

punchlines directed at specific ethnic or racial groups. 

After discovering the existence and contents of the chat, Harvard 

administrators revoked admissions offers to at least ten participants in 

mid-April, according to several members of the group. University 

officials have previously said that Harvard’s decision to rescind a 

student’s offer is final. 

 

 

 

 

 

 

 



 

  

 

          Learning: 

It is not only Harvard, but most of the reputed Schools, Colleges and 

higher educational Institutions check the online behavior and reputation 

of prospective students. There have been cases wherein even the 

candidates selected on merit list, didn’t find their names on the final select 

list. This was mainly because of their ‘negative’ digital footprint found 

during the background verification. 

Hence it is essential that students are careful about their digital footprint. 

Digital Footprint: 

Digital footprint is a trail of data that we create while surfing the 

Internet. It includes the websites we visit, emails we send, our chats on 

WhatsApp, our posts on Facebook and Instagram. In other words, 

whatever we do on Internet gets recorded and stored on Internet. 

 

 

 Now, if all our activities on Internet are recorded, then is it not true that 

these activities can also be tracked and monitored by others on Internet? 

Yes, if you are using Internet for any purpose, it is likely that your 

personal information is available to the public. And ‘to public’ means ‘to 

everyone’ on Internet. 

 



 

  

 

 

 

Cyber Warrior Pledge 
 

 Shall Never commit a Cyber Crime 

 Shall protect society and Nation from Cyber Crime 

 Shall stand against Cyber Criminal and Help the 

Victim 

 Shall be the Agent of Change to make Cyber-

Safe Digital India 

 

 

  

 

 

 

 

 

  

 

 

 



 

  

 

Our Star Cyber Warriors 

Meet Saatvik Welfare Foundation’s three Cyber Warriors 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

I am proud to 
be a Cyber 
Warrior 
because… 

I think by being a cyber-warrior I am 
stepping towards the welfare of the society 
and working towards giving world a shield 
from the threat of cyber warfare. The more 
systems we secure, the more secure we all 
are! 

When I hear about 
any citizen falling 
prey to cyber 
fraud… 

The only thought that comes to my mind is 
that there is still lack of awareness about 
cyber safety and security among citizens. 

Young students like 
me can contribute to 
make a cyber-safe 
society… 

By being good netizens. As good netizens 
they should behave responsibly, should 
recognize that their actions have an effect, 
good or bad, on other netizens too. They all 
need to stand up against cybercrimes and 
bring the criminal to book and educate 
others about safety measures of cyber world 
and become the agents of change for a cyber-
safe society. 

 

As a Saatvik Welfare 
Foundation’s Cyber 
Warrior, I can… 

Become an agent of change for a cyber- safe 
society. On Saatvik Groom lms platform, I 
have better opportunities to learn more 
about cybercrime and make people around 
me more aware about existence of such 
crime so that together we defeat the cyber 
criminals. 



 

  

 

 

 

 

 

 

 

I am proud to be 
Cyber Warrior 
because… 

I am working towards fortifying 
the society and it has been a great 
journey where I nurtured my 
skills. It has helped me to build my 
self- esteem. It has overall been a 
very fruitful experience and I am 
glad to become a part of Saatvik 
Welfare Foundation. 

When I hear 
about any 
citizen falling 
prey to cyber 
fraud… 

I feel so bad and disheartened but 
now cybercrime has become very 
common and it’s an alarming 
situation where we all need to 
work collectively for the 
betterment of society. 

Young students 
like me can 
contribute to 
make a cyber-
safe society… 

Because children are considered as 
agents of change in the society 
and they should put their hands 
together in making a cyber-safe 
society and should encourage 
more and more people to actively 
participate in this initiative. 

As a Saatvik 
Welfare 
foundation 
Cyber warrior, 
I can… 

Educate people and can make 
them aware about the cyber 
security norms so that they can 
somehow protect themselves from 
becoming a victim of cybercrime. 

It’s a great platform to enhance 
our knowledge and our efforts 
never get wasted and also never 
go unappreciated. 

 

   

 

 

School: DAV Public School, 

Jasola Vihar, New Delhi 



 

  

 

 

 

 

 

 

  

I am proud to be 
Cyber Warrior 
because… 

By being a cyber-warrior, I can 
spread awareness regarding 
internet safety and help people to 
become more knowledgeable so 
they don’t become a victim of 
cybercrime. 

When I hear 
about any 
citizen falling 
prey to cyber 
fraud… 

I feel that I could’ve been in the 
victim’s shoes if I wouldn’t have 
been acquainted with cyber safety. 
I inform my family and friends 
about any such situation so that 
they can avoid any circumstance 
like this in the future. 

Young students 
like me can 
contribute to 
make a cyber-
safe society… 

Students are the future of our 
country and are generally using 
the Internet for educational 
purposes. Hence, students can 
contribute to create a cyber-safe 
society by making themselves and 
the people around them aware 
regarding cyber knowledge. 

As a Saatvik 
Welfare 
Foundation 
Cyber warrior, 
I can… 

I can avoid falling into 
cybercrimes and make people in 
my surroundings conscious of 
internet safety. 

 

 

 

  

 

 

 

School: Delhi Public School, Pune 



 

  

 

How to become a Cyber Warrior 

 

Step 1 - Do 

e-Learning 

It is a six-module e-learning module covering Password 

Management, Cyber Etiquettes, Internet Habits, Social 

Media Risk, Cyber Predators and Gaming Habits with two 

questions (quiz) at the end of each module. Child will 

proceed to next module only after correct reply. Total time 

taken should be around 30 minutes. 

Step 2 - 

Complete 

Online Quiz: 

Once the above modules are successfully done, child will 

have the option to take a quiz (20 questions). If scores 

more than 80%, he becomes a Certified Cyber Warrior. 

Step 3 - Join 

Cyber 

Warrior’s 

Forum: 

On becoming a cyber-warrior, the student is invited to join 

this exclusive forum where our experts throw challenges 

(based on recent incidents) to discuss the modus operandi, 

prevention measures etc. on a weekly basis. The discussion 

is compiled into an article and posted on our portal for 

public view and awareness. 

Step 4 - 

Become 

Agents of 

Change: 

Cyber warriors with special talents are given script for 

video, animation, comic, cartoons etc. and their produce is 

posted on our portal for public view and appreciation. 

This also increases their positive digital footprint 

Step 5- Reap 

Rewards: 

Five most contributing cyber warriors are given 

gifts/awards every month to keep them motivated. 

 
 

(Visit www.saatvik.groomlms.com  and register for the Free Certification Program) 

 

 

http://www.saatvik.groomlms.com/


 

  

 

Dr Anuroop Kaur 

Principal, 

Bharat Ram Global School 

Faridabad, Haryana, India 

                                                                               

Interview 

 

 

 

 

 

 

Q: Many indecent incidents involving school students have been reported in 

media. What efforts your school is making to increase awareness about cyber 

security among students? 

Ans: Due to pandemic, online classes are the necessity of our educational world 

and I agree that many cases have been reported by the students which are 

related to cyber-crime. We have organised many workshops for our students 

to make them aware of Cyber Crime and how to protect themselves. We are 

thankful to Raghav Malhotra and his team who have encouraged our 

students to become Cyber Warriors. They helped their classmates and other 

students in case of cyber issues. 

Q: Is there a process to recognise the extracurricular activity of students in the 

area of cyber security awareness? 

Ans: Yes, There are many activities which we can integrate with cyber security. 

Right now, in our schools, we are conducting talk shows, painting competitions, 

role plays, creative writing etc. to develop interest in our students towards this 

newly introduced subject. 

Q: Do you support the idea of making cyber security a part of school curriculum 

from junior classes itself? 

Ans: Yes. 

 

 

 



 

  

 

 

Q: Cyber security awareness among students is key to becoming a cyber-

safe school. What is your message to school students? 

Ans: My message for my students is to use it safely. We all know that it is 

mandatory to be online but it is equally important to understand the 

limitations. Students should not use restricted sites till the time they are 

aware of any specific app or site. It is good to know new things but to avoid 

getting trapped in phishing, they must get basic knowledge from their 

mentors. 

Q: Parents play very important role in cyber-safety of children. What is your 

message for the parents of school students? 

Ans: Parents must be aware of their wards’ activities. Rather than scolding, they 

need to understand their area of interest and accordingly, they should help 

them to explore and learn better. 

Q: Non-profit organizations such as Saatvik Welfare Foundations provide free 

cyber security awareness courses (Cyber Warrior Course) for school students. 

What is your message to such organizations? 

Ans: I am thankful to Saatvik Welfare Foundation because they have helped 

us a lot in making teachers and students aware of Cyber bullying and many other 

things. I request them to run different types of awareness programmes as per 

the need of the institutions. 

 

 

 

 

 

 

 

 



 

  

 
 

A Humble Request to Parents & Teachers 
 

Please encourage your school children to participate in this 

cyber security awareness program and share this 

information with all school students and their parents. 

 

 

                      Objective: 

• To create an army of cyber-aware students 

• To create “Cyber Warriors” in schools to mitigate cyber breaches and 

incidents in schools. 

• To create positive cyber foot-prints for students for shaping their 

careers 

• To create “Cyber safe” environment in schools. 

 

 

 

 

 

 

 

 

 

 

 

 


